Разъяснение законодательства на тему:

«Ответственность за продажу табачной продукции несовершеннолетним»

Продажа несовершеннолетнему табачной продукции, табачных изделий, никотинсодержащей продукции или сырья для их производства, кальянов, устройств для потребления никотинсодержащей продукции или сырья для их производства влечет наложение административного штрафа (ч. 3 ст. 14.53 КоАП РФ).

С 8 января 2025 года введена уголовная ответственность за повторную продажу несовершеннолетним табачной и иной продукции (ст. 151.1 УК РФ).

Уголовному преследованию подлежит ПОВТОРНАЯ продажа несовершеннолетним:  
- табачной и никотинсодержащей продукции и сырья для их производства;

- табачных изделий;

- кальянов, устройств для потребления никотинсодержащей продукции.

Повторность – совершение таких действий в период, когда лицо подвергнуто административному наказанию.

Виды уголовного наказания:

- штраф от 50 тыс. до 80 тыс. руб. либо  в размере зарплаты или иного дохода осужденного за период от 3 до 6 месяцев;

- исправительные работы на срок до 1 года с лишением права занимать определенные должности или заниматься определенной деятельностью на срок до 3 лет или без такового.

|  |  |
| --- | --- |
| Помощник прокурора района | Д.В. Черепанова |

Разъяснение законодательства на тему:

«**Как обезопасить себя от мошенников в интернете**»

На Едином портале государственных услуг (Госуслуги) запущен новый комплексный сервис «Жизненная ситуация».

На странице собрана полезная информация для теx, кто столкнулся со злоумышленниками или хочет обезопасить себя в сети «Интернет».

На сервисе предусмотрены следующие возможности:  
- установить самозапрет на кредиты;  
- проверить кредитную историю и оформленные сим-карты;  
- сообщить о подозрительном звонке;  
- узнать, что делать, если личные данные попали в сеть «интернет»;  
- найти ближайшее отделение МФЦ;  
- ознакомиться с мошенническими схемами обмана;  
- оценить свой уровень цифровой грамотности;  
- записаться на курсы по информационной безопасности.

|  |  |
| --- | --- |
| Помощник прокурора района | Д.В. Черепанова |

Разъяснение законодательства на тему:

«**Куда можно обратиться, если я обнаружил сайт с противоправной информацией?**»

При обнаружении сайта с противоправной информацией (например, содержащей пропаганду экстремизма, терроризма, детскую порнографию, незаконную продажу наркотиков и оружия), важно своевременно принять меры и уведомить соответствующие органы. Рассмотрим возможные способы обращения:

1. Роскомнадзор является государственным органом, ответственным за надзор в сфере связи, информационных технологий и массовых коммуникаций. Вы можете подать жалобу через официальный сайт ведомства:  
Перейдите на страницу подачи жалобы на сайте Роскомнадзора.  
Заполните форму, указав адрес страницы или доменное имя ресурса.  
Предоставьте описание проблемы и прикрепите скриншоты, подтверждающие наличие противоправной информации.

2. Полиция. Вы также можете обратиться в правоохранительные органы. Для этого:

Напишите заявление в местное отделение полиции или направьте обращение через портал государственных услуг. Укажите полную информацию о найденном ресурсе, включая ссылку и описание нарушения закона.

3. Органы прокуратуры осуществляют надзор за соблюдением законов и прав граждан. Если информация носит особенно опасный характер (например, угрозы безопасности государства), целесообразно направить жалобу следующими способами:

Составьте письменное заявление с подробным описанием ситуации.  
Подайте документ лично, отправьте почтой или воспользуйтесь онлайн-сервисом прокуратуры Вашего региона.

4. Некоторые интернет-провайдеры предоставляют возможность блокировки сайтов с нарушением законодательства. Например, операторы связи могут заблокировать доступ к сайтам с детской порнографией или наркотиками. Свяжитесь с вашим оператором связи и сообщите о нарушении.

Дополнительные рекомендации:

Сохраняйте доказательства: делайте скрин-шоты страниц, фиксируйте адреса ресурсов и дату обнаружения.

Действуйте оперативно: своевременность важна для предотвращения распространения опасных материалов.

Помните, Ваша активность помогает защитить общество от угроз и способствует созданию безопасной информационной среды.

|  |  |
| --- | --- |
| Помощник прокурора района | Д.В. Черепанова |

Разъяснение законодательства на тему:

«**Мошенническая схема с обновлением банковских карт**»

Мошенники чаще стали похищать деньги, представляясь сотрудниками банка и призывая срочно обновить мобильное приложение.

Злоумышленники звонят и представляются сотрудниками банка, убеждая установить «правильную версию» приложения.

Они настаивают на немедленном обновлении, иначе счета и карты клиента могут быть заблокированы.

Затем мошенники присылают ссылку для скачивания обновления, которая ведет на специальный ресурс.

После перехода экран блокируется, давая злоумышленникам доступ к устройству, в том числе в личный кабинет банковского приложения.

Мошенники используют перехваченные смс-коды для вывода денежных средств со счета жертвы.

Не переходите по сомнительным ссылкам: скачивайте и обновляйте приложения только через официальные магазины - App Store или Google Play.

Не доверяйте неожиданным звонкам: банки не просят обновить приложение по телефону или через мессенджеры.

При любых сомнениях позвоните в банк по официальному номеру.

Если Вы уже перешли по подозрительной ссылке, немедленно обратитесь в банк и попросите временно заблокировать личный кабинет.

|  |  |
| --- | --- |
| Помощник прокурора района | Д.В. Черепанова |