**«Будьте бдительны, мошенники выдают себя за работодателей»**

Разъясняет старший помощник прокурора Кировского района г. Самары Енина Е.А**.**

Мошенники создают ложные объявления о вакансиях в интернете с привлекательными условиями труда и высокой заработной платой. Будьте осторожны, если условия кажутся слишком выгодными, заработок выглядит слишком лёгким или о работодателе нет отзывов.

Мошенники могут проводить собеседования по телефону или видеосвязи, убеждая вас, что вы идеальный кандидат. Они могут запросить ваши паспортные данные и СНИЛС, а также реквизиты банковской карты для перевода аванса или зарплаты, на самом деле желая украсть деньги.

Затем они могут отправить SMS-сообщение с кодом для подтверждения заявки, который позволяет им совершать переводы с вашей карты или получить доступ к порталу «Госуслуги».

Будьте внимательны к предложениям, которые кажутся слишком хорошими, проверяйте компанию работодателя перед откликом. Не передавайте личные данные и информацию о банковской карте до подписания договора, не сообщайте коды из SMS-сообщений и используйте надёжные источники для поиска вакансий.