**Прокуратура Кировского района г. Самары разъясняет: «Уголовная ответственности за хищение денежных средств с банковских карт».**

С развитием информационных технологий появился особый вид криминальных посягательств, совершенных с использованием сети Интернета и коммуникационных устройств. На протяжении последних лет информационные технологии применяются при совершении хищений, связанных с посягательством на собственность государства, граждан и юридических лиц.

Уголовная ответственность за хищение денежных средств с банковской карты предусмотрена п. «г» ч. 3 ст. 158 УК РФ - кража, совершенная с банковского счета, а равно в отношении электронных денежных средств (при отсутствии признаков преступления, предусмотренного ст. 159.3 УК РФ).

Для квалификации по этому пункту необходимо, чтобы действия виновного были тайными, то есть в отсутствие собственника, иных лиц либо незаметно для них. Если хищение с банковской карты совершено путем обмана или злоупотребления доверием, действия виновного квалифицируются по ст. 159 УК РФ (мошенничество).

Хищение денежных средств с банковского счета, а равно в отношении электронных денежных средств возможно и путем ввода, удаления, блокирования, модификации компьютерной информации либо иного вмешательства в функционирование средств хранения, обработки или передачи компьютерной информации или информационно-телекоммуникационных сетей, что является специальным видом мошенничества и влечет уголовную ответственность по п. «в» ч. 3 ст. 159.6 УК РФ.

Если для этого были созданы, использованы или распространены вредоносные компьютерные программы, действия виновного требуют дополнительной квалификации по ст. ст. 272, 273, 274.1 УК РФ.